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Abstract— Frequent interaction of users with the World Wide Web to access wide ranges of information and available services, it become 
necessary to handle web usage data in an efficient manner.  
Web usage mining incorporate data generated at both client side as well as server side. But generally web log preprocessing are meant for 
the data available at server that is actually generated by the clients when they made any request to the server. The knowledge retrieved 
from preprocessing can be used to make a comfortable environment to the frequently visiting customer. 
Preprocessing of web log data is one of the important activities that are required to make web log data in proper format and then can be 
used for further knowledge discovery process 
This paper comprehensively addresses the activities involved to preprocess the web log data stored at server side. Preprocessed data are 
then useful to generate intelligent knowledge to personalize the web user’s environment. 

Index Terms— web mining; web usage mining; log data; data preprocessing; personalization; data abstractions; log analysis.   

——————————      —————————— 

1. INTRODUCTION                                                                     

he main aim of Web usage data processing is to extract 
the knowledge kept in the web log files of a Web server. 
By using statistical and data mining approach to the Web 
log files, useful guide about the users’ navigational 
behavior can be recognized, such as user and transaction 
clusters, as well as possible correlations between Web 
pages and user clusters [3]. Web usage mining is used to 
improve the design of web site, personalization of 
contents, etc. User’s activities can also be stored into a log 
file. There are several types of log: Server log, Proxy server 
log, Client/Browser log. These log files are used by web 
usage mining to analyze and discover useful patterns. The 
process of web usage mining involves three 
interdependent steps: 

1. Data preprocessing, 
2. Pattern discovery and  
3. Pattern analysis.  
Among these steps, Data preprocessing plays an 
important role because of nature of log data is 
unstructured, redundant and noisy. To improve later 
phases of web usage mining like Pattern discovery and 

Pattern analysis several data preprocessing techniques 
such as Data Cleaning, User Identification, Session 
Identification, Path Completion etc. have been used [4]. 

 
2. WEB MINING 
Two different approaches were taken in initially defining web 
mining:  
1. A “process-centric view,” which define web mining 
as a sequence of tasks. 
2. A “data-centric view,” which define web mining in 
terms of the types of web data that was being used in the min-
ing process. 
 The second approach has become more usable.  
Web Mining is one of the data mining approaches that collect 
useful information automatically from the web documents 
and web services..  

Figure 1: Classification of web mining 
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2.1 WEB USAGE DATA 
With Web Usage Mining, data can be collected in server logs, 
browser logs, proxy logs, or obtained from an organization's 
database. These data collections differ in terms of the location 
of the data source, the kinds of data available, the segment of 
population from which the data was collected, and methods of 
implementation.  
There are many kinds of data that can be used in Web Mining 
[1, 2, 10].  
1. Content: The visible data in the Web pages or the infor-
mation which was meant to be imparted to the users. A major 
part of it includes text and graphics (images).  
2. Structure: Data which describes the organization of the 
website. It is divided into two types. Intra-page structure in-
formation includes the arrangement of various HTML or XML 
tags within a given page. The principal kinds of inter-page 
structure information are the hyper-links used for site naviga-
tion.  
3. Usage: Data that describes the usage patterns of Web pages, 
such as IP addresses, page references, and the date and time of 
accesses and other information depending on the log format. 
The results extracted using web usage mining can also be used 
in different purposes which are given as follows [6]: 
a) Recommendations: It is an approach to evaluate user’s past 
activities and current request to recommend user for selecting 
items or viewing some pages. It is heavily used for e-
commerce web-sites to recommend some items and services to 
users.  
b) Pre-fetching and Caching: The result of web usage mining 
can be used for improvement of web applications and web 
server performance. It means pre-fetching and caching of pag-
es helps to improve server’s response time.  
c) Web-site design improvement: Easy accesses of web pages 
are important issues in designing of web-sites. Web usage 
mining provides user’s behavioral feedback to improve design 
of web application.  
d) Business intelligence: Collecting business intelligence from 
web usage data is vital for online E-commerce web-sites. Main 
issues with this are customer retention, cross sales, customer 
attraction and customer departure. tables and figures will be 
processed as images. You need to embed the images in the 
paper itself. Please don’t send the images as separate files. 
 
2.2 DATA SOURCES  
 
The data sources used in Web Usage Mining may include web 
data repositories like:  

1. Web Server Logs – These are logs which maintain infor-
mation related to page requested by the user. The W3C uses a 
standard structure for web log files, but other formats also 
exist. More current entries are generally added to the end of 
the file. Data about the user request, including client IP ad-
dress, request date/time, page requested, HTTP code, bytes 
served, user agent, and referrer are added. These data can be 
collected into a single file, or maintained into different logs, 
like an access log, error log, or referrer log. Web server log file 
do not store user specific information. So, these files are not 
accessible to general users. These are only for the purpose of 

the admin users. A statistical analysis of the server log may be 
performed to monitor traffic patterns by time of day, day of 
week, referrer, or user agent. Efficient web site administration, 
proper resources hosting and the refining the efforts can be 
improved by the web server log analysis.  

2. Proxy Server Logs - A Web proxy is a caching mecha-
nism which lies between client browsers and Web servers. It 
helps to reduce the load time of Web pages as well as the net-
work traffic load at the server and client side. Proxy server 
logs contain the HTTP requests from multiple clients to multi-
ple Web servers. This may serve as a data source to discover 
the usage pattern of a group of anonymous users, sharing a 
common proxy server.  
3. Browser Logs – Various browsers like Mozilla, Internet Ex-
plorer etc. can be modified or various JavaScript and Java ap-
plets can be used to collect client side data. This implementa-
tion of client-side data collection requires user cooperation, 
either  in  enabling  the  functionality  of  the  JavaScript  and  
Java  applets,  or  to voluntarily use the modified browser. 
Client-side collection scores over server-side collection be-
cause it reduces both the robot and session identification prob-
lems.  
 

Figure 2: Web usage mining process 

2.3 WEB SERVER LOG 
All information related to web pages accesses are kept in the 
access log of the host Web server. The records of a web log file 
consist of several fields that follow a proper structure. The 
fields of the common log format are as follows: 
Remote comp rfc123 authuser date ”request” status bytes 
Where, “remotecomp” is the remote computer name or IP ad-
dress. “rfc123” is the remote log name. “authuser” is the 
username with which the user can be authenticated, it is avail-
able when using password-protected pages are there. “date” is 
the date and time of the web page request. “request” is  the 
request came from the client i.e. the file, the name, and the 
method used to retrieve it.  “status” is  the HTTP status code 
returned to the client, indicating whether the file was success-
fully retrieved and if not, what error message was returned. 
“bytes” is  the content-length of the documents transferred. If, 
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any of the fields cannot be identified a minus sign (-) is 
marked. 
An enhanced format for Web server log files, called the “ex-
tended” log file format are also used, which is influenced by 
the requirement to support the collection of data for demo-
graphic analysis and for log summaries. This format allows 
customized log files to be stored in a readable format. The ma-
jor addition to the common log format is that a number of 
fields are added to it. The most important are: referrer, it is the 
URL the client was visiting earlier requesting that URL, user 
agent, which is the software tool the client wants to be using, 
and cookie, in case of the site visited uses cookies. 
 

Fig 3 Sample Information from access logs  

2.4 WEB DATA ABSTRACTIONS  
A Web site is considered as a collection of interconnected web 
pages which include a host page kept at the same network 
place. A user uses client program that interactively access and 
deliver resources. In the Web environment, a user is one who 
accessing files from a Web server, using a browser. A user 
session is defined as a enclosed set of user clicks across one or 
more Web servers. A server session is defined as a collection 
of user request to a single Web server during a user session. It 
is also called a visit. A pageview is defined as the visual inter-
pretation of a Web page in a specific environment at a specific 
point in time i.e. a pageview consists of several items, such as 
frames, text, graphics, and scripts that construct a Web page. 
A clickstream is a sequential series of pageview requests, 
made from a single user. 
 
Preprocessing of Web Usage Data 
There are several key technical issues that must be considered 
during this phase in the context of the Web personalization 
process. It is required for Web log data to be cleaned and pre-
processed in order to use them in the later phases of the pro-
cess. The first task in the preprocessing phase is data prepara-
tion. Based on the application, Web log data may require to be 
cleaned from entries involving pages that returned an error or 
graphics file accesses. Except some cases such information, 

should be eliminated from a log file. Furthermore, crawler 
activity can be filtered out, because such entries do not give 
useful information. Another problem is related with caching. 
Accesses to cached pages are not kept in the Web log, so, such 
information is missed. Caching is mostly dependent on the 
client-side technologies used. In such cases, cached pages can 
usually be inferred using the referring information from the 
logs. Further, a useful phase is to perform pageview identifica-
tion, i.e. determining which page file accesses contribute to a 
single pageview. Such a decision is application-oriented. 
Most important of them is the user identification. There are 
several approaches to identify individual visitors. The most 
apparent solution is to assume that each IP address identifies a 

single visitor. This is not very proper because, for example, a 
visitor may access the Web from different computers, or if a 
proxy is used then many users may use the same IP address. 
An additional assumption can then be made, that consecutive 
page accesses from the same host during a certain time inter-
val come from the same user. More accurate approaches for a 
user identification of unique visitors are the use of cookies or 
similar mechanisms or the requirement for user registration. 
But, a latent problem in using such methods might be the us-
ers are not interested to share personal information. After a 
user is identified, the next step is to perform session identifica-
tion, by dividing the clickstream of each user into sessions. 
The typical solution is to set a minimum timeout and assume 
that consecutive requests within it belong to the same session, 
or set a maximum timeout, where two consecutive requests 
that go above it belong to different sessions.  
In the WWW (World Wide Web) environment, a large amount 
of traffic can be generated between clients and web server. The 
traffic from a client to a server is a URL. The traffic from server 
to client is a named HTML file that will be interpreted and 
displayed on the client screen.  
The web usage log probably is not in a format that is usable by 
mining applications. As with the data may need to be refor-
matted and cleaned. Steps that are part of the preprocessing 
phase include cleansing, user identification, session identifica-
tion, path completion, and formatting. 
• Let P be a set of literals, called pages or clicks, and U 
be a set of users. A Log is a set of triplets 
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{(u1,p1,t1)…(un,pn,tn)} where ui U, p i   P, and  ti is a tim e 
stamp. 
Standard log data consist of the following:-Source site, desti-
nation site, and time stamp. A common technique for a server 
site to divide the log records into sessions. 
 A session is a set of page references from one source site dur-
ing one logical period. Historically, a user logging into a com-
puter, performing work, and then logging off the login would 
identify a session and log off represent the logical start and 
end of the session. 
• Data Cleaning 
To clean a server log to remove irrelevant items is very im-
portant for Web log analysis. The discovered information are 
only useful if the data represented in the server log gives a 
correct scenario of the user accesses to the Web site. The HTTP 
protocol maintains an individual connection for each file re-
quested from the Web server.  
• User Identification 
Next, unique users must be identified. This is a very complex 
task because of the existence of caches, firewalls, and proxy 
servers. The Web Usage Mining methods that rely on user co-
operation or by the automatic identification of web user   are 
the ways to deal with this problem.  
• Session Identification 
For logs that cover long duration of time, it is most probable 
that users will visit the Web site multiple times. The objectives 
of session identification are to break the web page visits of 
each user into individual sessions. The simplest method for 
this is through a timeout, where if the time between page re-
quests crossed a certain threshold, it is supposed that the user 
is starting a new session. Many commercial products use 15-30 
minutes as a default timeout.  
• Path Completion 
Another problem in reliably identifying unique user sessions 
is determining if there are vital accesses that are not recorded 
in the web access log. This problem is referred to as path com-
pletion. Methods similar to those used for user identification 
can be used for path completion.  
• Formatting 
Once the appropriate pre-processing steps have been applied 
to the server log, a final preparation module can be used to 
properly format the sessions or transactions for the type of 
data mining to be accomplished. 
Let P = (p1,p2…..pu) is the sequence of Web pages accessed 
from a certain IP between t1 and tu. Then , a user session 
v(t1,tf),tf  tu, is defined as: v(t1,tf)=(p1,p2,….pf) : (∆t=tj-ti-1 δ, 
1<j   f) ∧ (f = u∨tf+1-tf>δ), where δ is a predefined time thresh-
old. 
There are many problems associated with the pre-processing 
activities, and most of these problems centre around the cor-
rect identification of the actual user. User identification is 
complicated by the use of proxy servers, client side caching, 
and corporate firewalls. Cookies can be used to assist in identi-
fying a single user regardless of machine used to access the 
web.  

 
 
 
 

Figure 4: Web usage data preprocessing 
 
Algorithm-1 for preprocessing of web log data 
 Step-1  (Definition-1) 
A Log is a set of triplets {(u1,p1,t1)…(un,pn,tn)} where ui  U 
(set of users), pi  P (set of p ages/ clicks), and  ti is a tim e 
stamp. 
Step-2  Data cleaning 
Elimination of the items (URLs) deemed irrelevant in data set. 
(By checking the suffix of the URL name) 
Step-3 User Identification 
Here, I assume user cooperation is necessary to identify 
unique user (unique IP address). System requires user regis-
tration for assigning unique-ID for each user 
Step-4 Divide the web log data records into sessions (logical 
period, here 15 minutes)  for generation of concept hierarchy. 
(Definition-2) 
Let L be a Log. A session S is an ordered list of pages accessed 
by a user i.e. S={(p1,t1),(p2,t2),….(pn,tn)}, where there is a user 
ui   U such that {(u i,p 1,t1), (u i,p 2,t2),….(u i,,p n ,tn )}   L.H ere 
ti  tj iff  i<j. 
Step-5 Formatting 
Apply final preparation module to format properly the session 
file. 
Step-6 OUT PUT (after applying above algorithm manually 
on test data set) 
We get   = {T1, T2, T3…Tm } / /  Set of transactions for u niqu e 
user And U = {URL1, URL2, URL3…URLn} // set of unique 
URLs appearing in the preprocessed log. 

2.5 LOG ANALYSIS 
Log analysis take as input raw Web log data and process them 
to extract statistical information. Such information includes 
various statistics for the site activity such as total number of 
visits, average number of hits, success-
ful/failed/redirected/cached hits, average view time, and 
average length of a path through a site, analytical statistics 
such as server errors, and page not found errors, server statis-
tics which includes top pages visited, entry/exit pages, and 
single access pages, referrers statistics such as top referring 
sites, search engines, and keyword etc., user demographics 
such as top geographical location, and most active coun-
tries/cities/organizations, client statistics such as visitor’s 
Web browser, operating system, and cookies, and so on.  

This information is used by web site manager for improv-
ing the system performance, facilitating the site modification 
task, and providing support for marketing decisions. Howev-
er, most advanced Web mining systems process this infor-
mation to extract more complex observations that deliver 
knowledge, utilizing data mining techniques such as associa-
tion rules, clustering, and classification etc.. 

1. Number of Hits: This number usually signifies the num-
ber of times any resource is accessed in a Website. A hit is a 
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request to a web server for a file like web page, image, Cascad-
ing Style Sheet, etc. At the point when a web page is trans-
ferred from a server then the number of "hits" is same as the 
number of files requested. Therefore, one page load may be 
greater than one hit because frequently pages are made up of 
other images and other files which heap up the number of hits 
counted.  

2. Number of Visitors: A "visitor" means who navigates to 
our website and browses one or more pages on our site. 

3. Visitor Referring Website: The referring website gives the 
information or URL of the website which referred the particu-
lar website in consideration.  

4. Visitor Referral Website: The referral website gives the 
information or URL of the website which is being referred to 
by the particular website in consideration.  

5. Time and Duration: This information in the server logs 
give the time and duration for how long the Website was ac-
cessed by a particular user. 

6. Path Analysis: Path analysis gives the analysis of the path 
a particular user has followed in accessing contents of a Web-
site. 

7. Visitor IP address: This information gives the Internet 
Protocol (I.P.) address of the visitors who visited the Website. 

8. Browser Type: This information gives the information of 
the type of browser that was used for accessing the Website. 

3.4.1 Statistical Analysis 
For statistical analysis web log data is collected from the web 
server of MCU website for time period 03/12/2014 to 
17/12/2014 into 15 files of size 18.7 MB. After that Web Log 
Expert Lite tool [5] is used to analyze the log file and corre-
sponding results are shown below in figures and 
 
 

Total Hits  83,575 
Visitor Hits  81,355 
Spider Hits  2,220 
Failed Requests  15,311 
Cached Requests  13,128 
Total Page Views  11,785 
Total Unique IP  2,872 
Most popular page 
after home page  

/examination_informatio
n.htm/  

Top Search Engine  Google 
Top Search Phrase  Makhanlal 
Most used browser  Internet Explorer  
Most used operating 
system  

Windows XP 

Most occurred error 
type  

404: file not found  

 
Table 1: General Statistics from the web log expert lite tool 

 
Figure 5 shows the number of daily visitors who accessed 
website during the day, as it is clear from the figure the aver-
age visitors per day around 233 but last day no of visitors is 
less. Figure 6 shows that most of the visitors visited between 
10:00 a:m and 7:00 p:m 

 
 
 
 
 

 
Figure 5:  Daily Visitors 

Figure 6:  Activity by Hour of Day 
 

Figure 7 shows accessed pages of website by visitors. Among 
them most popular page is /examination_information.htm 
page after the home page due to collection of log from the 
month of December which is generally treated as month for 
exam. This analysis is useful to arrange the pages of web site 
to facilitate fast accessing for visitors. 

 
Figure 7:  Daily Page Access 

Figure 8 shows the top referring sites from where requests of 
pages of the websites have been done. Top most site is 
lbef.com after the home page. 
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Figure 8:  Daily Referring Sites 
 

Figure 9 shows that the top most search engine used by visi-
tors. Mostly used search engine is Google. Total 609 visitors 
have used search engines to access the web site. Among them 
530 visitors have preferred Google. Others are MSN, Yahoo 
etc. 
Figure 10 shows that daily used browser by visitors. Ap-
prox.73% of visitors have used  Internet Explorer and rest of 
them used Firefox, Mozilla etc 

 
 

Figure 9:  Top Search Engines 
 
Figure 10 shows that used operating systems by visitors. 
Mostly visitors around 40 % have used Windows XP operating 
system and 20% have preferred Windows 98. Others are 
Windows 2000, Windows ME, Windows server2003, Linux etc 
 
 
 
 
 
 
 

Figure 10:  Most Used Browsers 
 

Figure 11:  Daily Used Operating Systems 
 

Figure 12 includes http request errors. Among 83,575 requests 
15,311 are failed request which is approximately 18% of total 
requests. Most popular error is 404: Page not found. 

 
 

Figure 12:  Error Types 
 
 
 
 
 
3. CONCLUSION 

 
Web log data is a collection of huge information. Many inter-
esting patterns are available in the web log data. But it is very 
complicated to extract the interesting patterns without prepro-
cessing phase. Preprocessing phase helps to clean the records 
and discover the interesting user patterns and session con-
struction. Data preprocessing is an important task of Web log 
mining application. Therefore, data must be processed before 
applying data mining techniques to discover user access pat-
terns from web log. The data preparation process is often the 
most time consuming as it includes different phases as data 
cleaning, user identification, session identification, and path 

IJSER

http://www.ijser.org/


International Journal of Scientific & Engineering Research, Volume 6, Issue 8, August-2015                                                                                                         1779 
ISSN 2229-5518 
 

IJSER © 2015 
http://www.ijser.org  

completion. The preprocessed data is then available for further 
pattern discovery and pattern analysis. 
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